
Privacy Statement for PCG Match Users 

 

PCG Match, powered by CareifyTM, is a secure, web-based platform for the collection and exchange 

of certain data. Only the data PCG Match users choose to share, including personal information (PI) 

and personal health information (PHI), will be made available to view by other authorized PCG Match 

system users (Users). 

  

All data entered into PCG Match is the property of the State of Ohio. Public Consulting Group (PCG) 

only uses the data you enter in the PCG Match system to provide the PCG Match service to Users 

and pursuant to the instructions of the State of Ohio. 

  

PCG will only disclose your PI and PHI in accordance with your use of the PCG Match system and as 

otherwise instructed by the State of Ohio pursuant to a Business Associate Agreement with the State 

of Ohio. We may disclose your PI and PHI as needed to provide the PCG Match service that you and 

the State of Ohio have requested. PCG will also disclose personal data when required to do so by 

law, such as in response to a subpoena, including law enforcement agencies and courts in the United 

States. 

  

Technical Security Measures 

 

PCG shall ensure that all network connections are restricted to only that which is necessary, and all 

systems are securely configured to protect the confidentiality, availability, and integrity of PCG Match 

data. 

  

PCG securely hosts PCG Match in the Amazon Web Service (AWS) cloud. PCG has undergone third 

party security assessments of its applications and passed both National Institute of Standards and 

Technology (NIST) and Payment Card Industry Data Security Standard (PCI DSS) compliance audits 

that rate the integrity and security of software applications. 

 


